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* * * Next Change * * * *
[bookmark: _Toc83159936][bookmark: _Toc131120332]14.3.2.35	Application connectivity request
Table 14.3.2.35-1 describes the information flow for application connectivity request from a NRM client to the NRM server.
Table 14.3.2.35-1: Application connectivity request
	Information element
	Status
	Description

	Source VAL UE ID
	M
	Identifier of the requestor VAL UE 

	Source IP address 	Comment by Catalina rev: This is already detailed in 14.3.9 step 1
	M
	IP address of the requestor VAL UE

	VAL service ID
	M
	Identifier of the VAL service

	List of destination VAL UE IDs
	M
	Identifiers of the destination VAL UEs

	Application service requirements
	M
	Details of service requirements

	>Packet size (see NOTE)
	O
	Size of the packet to be transmitted.

	>Packet transmission interval (see NOTE)
	O
	Intervals at which the packet is to be transmitted

	>Packet E2E latency (see NOTE)
	O
	E2E Latency for packet transmission

	>Packet error KPI (see NOTE)
	O
	The KPIs related to packet error (e.g. allowed packet loss rate, packet loss amount, packet error rate)

	>Bitrate (see NOTE)
	O
	The bitrate required

	Application connectivity context
	O
	Application connectivity context of the requester, used for determining the destination and/or resource parameters. If this IE is included, at least one of the information elements in Table 14.3.2.35-2 shall be provided.

	NOTE:	At least one of information elements of the application service requirements shall be included.



Table 14.3.2.35-2: Application connectivity context 
	Information element
	Status
	Description

	Location
	O
	Location information of the client. The element may also indicate whether network-determined location is to be used instead.

	Speed
	O
	Speed information for the client.

	Direction
	O
	Direction information for the client.



[bookmark: _Toc83159937][bookmark: _Toc131120333]14.3.2.36	Application connectivity response
Table 14.3.2.36-1 describes the information flow for application connectivity response from the NRM server to the NRM client.
Table 14.3.2.36-1: Application connectivity response
	Information element
	Status
	Description

	Result
	M
	Result from the NRM server in response to request indicating success or failure for accepting the request.

	Cause
	O
	The cause of failure, if the result indicates failure.



[bookmark: _Toc83159938][bookmark: _Toc9812649][bookmark: _Toc9812405][bookmark: _Toc536270949][bookmark: _Toc536270642][bookmark: _Toc131120334]14.3.2.37	Application connectivity notification
Table 14.3.2.37-1 describes the information flow for application connectivity notification from the NRM server to the NRM client.
Table 14.3.2.37-1: Application connectivity notification
	Information element
	Status
	Description

	Session information
	M
	Session information for the established connectivity for application communication

	VAL service ID
	M
	Identifier of the VAL service

	Requestor VAL UE ID	Comment by Catalina rev: This is needed because the notification can now go to the destination as well
	M 
	The identity of the source VAL UE requesting the connectivity

	List of accepted destination VAL UE IDs (see NOTE)
	O
	The list of destination VAL UEs which are accepted for the connectivity established for the application service communication

	NOTE:	The List of accepted destination VAL UE IDs IE shall be included when the application connectivity notification is sent to the initiator of the application connectivity request.




* * * Next Change * * * *

14.3.2.x4	Get application connectivity context request.
Table 14.3.2.x4-1 describes the information flow for application connectivity context request from the NRM server to the NRM client, the context applying to UE-to-UE application-level direct communications (e.g. over FFA-2 reference point see TS 23.545[x]).
.
Table 14.3.2.x4-1: Get Application connectivity context request.
	Information element
	Status
	Description

	Requester VALUE ID
	M
	The identity of the source VAL client for which the NRM client performs the request.

	VAL service ID
	M
	Identify of the VAL service for which the information is requested.

	VAL-specific connection coordination context information
	O
	Additional  information required to identify the context data (e.g. device type, device vendor, etc)



14.3.2.x5	Get application connectivity context response.
Table 14.3.2.x5-1 describes the information flow for application connectivity context response from the NRM client to the NRM server, the context applying to UE-to-UE application-level direct communications (e.g. over FFA-2 reference point see TS 23.545[x]).
Table 14.3.2.x5-1: UE-to-UE connection coordination context response
	Information element
	Status
	Description

	Result
	M
	The result indicates success or failure of the UE-to-UE resource coordination response  operation.

	Application connectivity context (see NOTE)
	O
	Application connectivity context used for determining connectivity  parameters. If this IE is included, at least one of the information elements in Table 14.3.2.35-2 shall be provided. 

	NOTE:	When this information element is not included, the NRM server considers default or pre-provisioned values.




* * * Next Change * * * *

[bookmark: _Toc104454860][bookmark: _Toc131120478]14.3.9	Establishing communication with application service requirements
[bookmark: _Toc104454861][bookmark: _Toc131120479]14.3.9.1	General
The NRM client and the NRM server (acting as an AS) are involved in the exchange and analysis of the desired service requirements (e.g. packet size, packet transmission interval, reliability, packet error rate) for the E2E communication amongst the Vertical UEs. The NRM server triggers the establishment of application-level direct service connectivity between two UEs via Uu, based on the information provided by the UEs and static configuration information available to the NRM server prior to the UE interaction. Note that service connectivity among VAL clients is established over the Uu, without device-to-device direct radio connectivity (e.g. PC5) requirement.
[bookmark: _Toc104454862][bookmark: _Toc131120480]14.3.9.2	Procedures
[bookmark: _Toc104454863][bookmark: _Toc131120481]14.3.9.2.1	Procedure triggered by correlated source and destination requestsfor establishing communication with application service requirements
The procedure for establishing Uu-based application-level direct  service communications between two UEs,  with application service requirements is as illustrated in figure 14.3.9.2.1‑1. In this procedure the source and destination VAL clients correlate their triggering of the procedure establishment before the NRM Server provides the service.
Pre-conditions:
-	NRM client 1 and NRM client 2 are provided configuration information for the VAL clients served e.g. connectivity requirements, which destination UEs to connect to over Uu, etc.
-	The NRM client 1 and NRM client 2 are configured with the information of the NRM server and have connectivity enabled to communicate with the NRM server. The information is provided via pre-configuration.
-	The NRM server is configured with policies and information of the UEs to determine authorization of the UEs requesting connectivity via Uu.
-	The VAL clients associated with NRM client 1 and NRM client 2 have triggered the establishment of connectivity.


Figure 14.3.9.2.1-1: Establishing communication with application service requirements
1a.	The NRM client 1 sends the application connectivity request (source identity and IP address, destination identities, service requirements) to the NRM Server. The service requirement from the source includes packet size, packet transmission interval, packet E2E latency, allowed packet loss rate/packet loss amount/packet error rate, etc. The destination may be multiple UEs (devices). The identity of source and destination may be the application user identity or the MAC address.
1b.	The NRM server determines whether the UE of NRM client 1 is authorized to connect to the destination UEs for direct service communications via Uu. If UE of NRM client 1 is authorized to connect to the destination UEs, then a response is provided to the NRM client 1 indicating acceptance of the request.
2a.	The NRM client 2 sends the application connectivity request (destination identity and IP address, source identity, service requirements) to the NRM server. The service requirements from the destination includes the service requirements as described in step 1a.
2b.	The NRM server determines whether the UE of NRM client 2 is authorized to connect to the destination UEs for direct service communications via Uu. If UE of NRM client 2 is authorized to connect to the destination UEs, then a response is provided to the NRM client 2 indicating acceptance of the request.
3.	Based on the service requirements received in step 1 and step 2, the NRM server determines the parameters and patterns for direct service connectivity between the UEs via Uu and also the transport requirements, i.e., QoS requirements for the 3GPP system (e.g. 5GS). This step may also include retrieving the direct link status of the UEs (e.g. PDU Session Status, UE reachability). If the NRM server determines that direct service connectivity via Uu is not authorized or not possible with the given connectivity requirements, it skips step 4 and proceeds to steps 5 and 6, informing each NRM client accordingly.
	NRM server will process E2E connectivity establishment between NRM client 1 and NRM client 2 only after it receives the request from NRM client 2. There can be several NRM clients (destinations) which will perform step 2 and NRM server will process their E2E connectivity with NRM client 1 (source) as and when the requests are received by the NRM server.
4.	The NRM server triggers 3GPP system to establish Uu connectivity between the UE of NRM client 1 and UE of NRM client 2 with required QoS as specified in 3GPP TS 23.501 [10].
5.	The NRM server sends the application connectivity notification (connectivity/session information) to NRM client 1 indicating successful establishment of the connectivity. The connectivity/session information may contain the accepted destination identities.
6.	The NRM server sends the application connectivity notification (connectivity/session information) to NRM client 2 indicating successful establishment of the connectivity.

* * * Next Change * * * *

[bookmark: _Toc106027345]14.3.9.2.2	Procedure triggered by source request and coordinated with destination 
This procedure is used for establishing Uu-based application-level direct communications between two UEs, based on a single client initiating and providing  application requirements. The procedure is as illustrated in figure 14.3.9.2.2‑1. The NRM Server provides the service by coordinating with the destination client.
Pre-conditions:
-	NRM client 1 and NRM client 2 are provided configuration information for the VAL clients served e.g. connectivity requirements, etc.
-	Pre-processing determines that network assisted UE-to-UE communications is required. VAL application policies and destination information for NRM clients are available at the NRM server.
-	The VAL client associated with NRM client 1 triggers the establishment of connectivity and provides information about (one or more) destination VAL client(s).


Figure 14.3.Y.2-1: Coordination UE-to-UE communications with VAL application requirements
[bookmark: _Toc106027346]
1.	The NRM client 1 sends the application connectivity request (source identity and IP address, destination identities, application requirements) to the NRM server to establish connectivity for VAL client 1 on UE 1. The destination VAL client(s) may be hosted on one or multiple UEs (devices). 
2.	The NRM server determines whether VAL client 1 is authorized to connect to VAL client 2 for application-level direct UE-to-UE communications. If VAL client 1 is authorized to connect to VAL client 2, the NRM server performs the get application connectivity context request to  retrieve  VAL UE-to-UE connection coordination context procedure as described in clause 14.3.2.x4. This step can be skipped if the NRM server is already aware of VAL client 2's context information.
NOTE:	The signaling and functionality for handling the cases when NRM client 2 will be temporarily unavailable for establishing the direct service connection are implementation dependent.
3. The NRM client 2 sends the get application connectivity context response to the NRM server, 2.	Using the request information and local policies, the NRM client 2 determines whether context information is to be provided for establishing application-level direct connectivity to the counterpart UE for the VAL application indicated. If the NRM client determines that context information is to be provided, it responds to the NRM server and provides the VAL connection coordination context data for the VAL client served.
4.	The NRM server sends the application connectivity response to NRM client 1. 
5.	The NRM server uses VAL client 1's and VAL client 2's context information, their application-level direct UE-to-UE connectivity requirements, location information, and network context as input, checks connectivity service policies, and determines the parameters and patterns for application-level direct UE-to-UE connectivity between  the VAL clients. The NRM server may also determine transport requirements, e.g. QoS requirements, for the 3GPP system (e.g. 5GS). 
	If network provided location information is used, location information may be obtained from the SEAL location management server. Alternatively, Location Reporting monitoring as described in 23.502[12] may be used. This step may also include a request for direct link status (e.g. PDU Session Status, UE reachability, etc. as described in 23.502 [12]).  This action may be skipped if  the clients provide location information or if there are no location requirements for establishing the application-level direct UE-to-UE connectivity. 
If the NRM server determines that UE-to-UE application-level direct connectivity is not authorized or not possible with the given connectivity requirements, it skips step 5 and proceeds to steps 6 and 7, informing each NRM client accordingly. 
6.	The NRM server may request the 3GPP system to establish or modify the 3GPP system level connectivity that enables the application-level direct UE-to-UE connection for VAL client 1 and VAL client 2 services, e.g. via modification of existing radio bearers. NRM server provides the necessary information (e.g. identifiers of VAL client 1 and VAL client 2, transport requirements) in this request message. 
7.	a. The NRM server notifies NRM client 1 of the established UE-to-UE connection b. The NRM server notifies the NRM client 2 of the established UE-to-UE connection.
Each NRM client notifies the corresponding VAL client of the established application-level direct UE-to-UE connection. 

* * * End of Changes * * * *
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